
 

 

Privacy Policy 

This applies to this Website and all others owned and operated by the Company as 
set out below  

Thermal Detection Ltd ("the Company") is committed to respecting and protecting your 
privacy.  

This policy (together with the relevant Terms and Conditions of use, including the definitions 
of terms and any other documents referred to on it) sets out the basis on which any personal 
data that the Company collects from Users, or that Users provide to the Company, will be 
processed by the Company.  

For the purpose of the Data Protection Act 1998 (‘the Act’), the data controller is Thermal 
Detection Ltd, whose registered office is at Unit 6 Orde Wingate Way, Primrose Hill Industrial 
Estate, Stockton-on-Tees, TS19 0GA, United Kingdom. The Company’s data protection 
registration number is Z7426428.  

Information The Company May Collect From Users 

The Company may collect and process the following data about a User: 

 Information that a User provides by filling in forms on any Company websites. This 
includes information provided at the time of registering to use a Company website, or 
requesting further services. The Company may also ask Users for information when 
a User reports a problem with a Company website.  

 If a User contacts the Company, a record may be kept of that correspondence.  
 The Company may also ask Users to complete surveys that are used for research 

purposes, although Users do not have to respond to them.  
 Details of transactions carried out through a Company website and of the fulfilment of 

orders from Users.  
 Details of User visits to a Company website including, but not limited to, traffic data, 

location data, weblogs and other communication data, whether this is required for the 
Company’s own billing purposes or otherwise and the resources that are accessed 
by Users.  

 Where details may be collected or Users’ details processed other than included 
above this information will be notified to Users as appropriate.  

Cookies 

The Company uses cookies. Cookies are small files that are stored by Users’ web browsers 
as they use the web. They are designed to hold a tiny amount of data to allow websites to do 
things like remember User’ settings, whether a User is logged in or not or whether a User 
visited the site before. Some websites also use “analytical” cookies which allow the 
Company to understand things like how many people have viewed our sites in a given 
period, how often people visit and what are the most popular types of content.  

Users have several options to allow them to block or delete cookies that are created on 
Company websites or on those of third parties.  

 



 

 

 

Please see our Cookies Policy here for more information about what Cookies are, how they 
are used on our site and what options you have to manage them. By continuing to use our 
site you consent to our use of Cookies.  

Storing Users Personal Data 

The data that the Company collects from Users may be transferred to, and stored at, a 
destination outside the European Economic Area ("EEA"). It may also be processed by staff 
operating outside the EEA who works for the Company or for one of its suppliers. Such staff 
may be engaged in, among other things, the fulfilment of Users’ orders, the processing of 
User’s payment details and the provision of support services. By submitting personal data, 
Users agree to this transfer, storing or processing. The Company will take all steps 
reasonably necessary to ensure that User’s data is treated securely and in accordance with 
this privacy policy.  

All information Users provide to the Company is stored on secure servers. Any payment 
transactions will be encrypted using SSL technology. No credit card information is retained 
beyond the time necessary to process the transaction.  

Unfortunately, the transmission of information via the internet is not completely secure. 
Although the Company will do its best to protect Users’ personal data, it cannot guarantee 
the security of data transmitted to a Company website; any transmission is at User’s own 
risk. Once the Company has received information from a User, it will use strict procedures 
and security features to try to prevent unauthorised access.  

Uses Made Of The Information Collected 

The Company may use information held about Users, in some cases obtained by the use of 
Cookies, in the following ways:  

 To ensure that content from a Company website is presented in the most effective 
manner for Users and their computers.  

 To provide Users with information, products or services that the User requests from 
the Company. 

 To provide Users with information which it feels may interest the User, where the 
User has consented to be contacted for such purposes.  

 To carry out the Company’s obligations arising from any contracts entered into 
between it and the User. 

 To allow Users to participate in interactive features of the Company’s service, when 
Users choose to do so. 

 To notify Users about changes to the Company’s service. 

The Company may also use a User’s data, or permit selected third parties to use a User’s 
data, to provide a User with information about goods and services which may be of interest 
to the User and the Company or the third party may contact the User about these by post or 
telephone.  

 



 

 

If the User is an existing customer, the Company will only contact the User by electronic 
means (e-mail or SMS) with information about goods and services similar to those which 
were the subject of a previous sale to the User.  

If a User does not want the Company to use his/her data in this way the User may inform the 
Company and details of how this may be undertaken are shown on the relevant website.  

Disclosure Of User Information 

The Company may disclose User’s personal information to any member of Thermal 
Detection Ltd.  

The Company may disclose User’s personal information to third parties: 

 In the event that it sells or buys any business or assets, in which case it may disclose 
User’s personal data to the prospective seller or buyer of such business or assets.  

 If the Company or substantially all of its assets are acquired by a third party, in which 
case personal data held by it about its customers will be one of the transferred 
assets.  

 If the Company is under a duty to disclose or share User’s personal data in order to 
comply with any legal obligation, or in order to enforce or apply its Terms and 
Conditions and other agreements; or to protect the rights, property, or safety of the 
Company, its customers, or others. This includes exchanging information with other 
companies and organisations for the purposes of fraud protection and credit risk 
reduction.  

Users’ Rights 

Users have the right to ask the Company not to process their personal data for marketing 
purposes. The Company will usually inform a User (before collecting their data) if it intends 
to use their data for such purposes or if it intends to disclose their information to any third 
party for such purposes. Users can exercise their rights to prevent such processing by 
checking certain boxes on the web pages used to collect their data. Users can also exercise 
the right at any time by contacting Thermal Detection Ltd, whose registered office is at Unit 6 
Orde Wingate Way, Primrose Hill Industrial Estate, Stockton-on-Tees, TS19 0GA, United 
Kingdom. 

Company websites may, from time to time, contain links to and from the websites of the 
Company’s partner networks and affiliates. If Users follow a link to any of these websites, 
please note that these websites have their own privacy policies and that the Company does 
not accept any responsibility or liability for these policies. Please check these policies before 
submitting any personal data to these websites.  

Access To Information 

The Act gives Users the right to access information held about them. Users’ right of access 
can be exercised in accordance with the Act by writing to The Company Secretary at 
Thermal Detection Ltd, whose registered office is at Unit 6 Orde Wingate Way, Primrose Hill 
Industrial Estate, Stockton-on-Tees, TS19 0GA, United Kingdom. Any access request may 
be subject to a fee of £10 to meet the costs of providing Users with details of the information 
held about them.  



 

 

Changes To Privacy Policy 

The Company reserves the right to vary or amend this Privacy Policy at any time without 
notice. Users should review this page regularly as Users will be deemed to have accepted a 
variation in continuing to use the site after it has been posted.  

 

Contact 

Questions, comments and requests regarding this privacy policy are welcomed and should 
be addressed to The Company Secretary at Thermal Detection Ltd, whose registered office 
is at Unit 6 Orde Wingate Way, Primrose Hill Industrial Estate, Stockton-on-Tees, TS19 
0GA, United Kingdom. 
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